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Issue introduction 
 

 
By:  

Assoc. Prof. Dr. Mohammed Abdulhakim Alsaadi 

Editor in Chief 

 

In the name of Allah, the most gracious the most merciful.  

This is the inaugural issue of Tech-knowledge Journal (TNJ). This journal is a multi-disciplinary, open 

access, peer-reviewed, and bi-annual aims to publish original research with an active contribution to the 

scientific and academic society. The journal mutually adopts Arabic and English languages to publish 

research and is careful to use scientific terminology in both languages while adhering to a clear and 

balanced writing style.  

Before 2021 the Journal of AlMaarif University College (JAUC) used to be issued with a very wide 

abroad of multidisciplinary topics covering all the branches of humanitarian and technical sciences. 

Eventually, the decision has been taken to split the technical part and issue a new English media 

publication (TNJ) while continuing (JAUC) in presenting literature and humanitarian knowledge and 

sciences.   

This issue enclosed articles discussing very important approaches in modern scientific and research 

technical methodologies related to artificial intelligence although it came with a limited number of 

articles.  Nevertheless, (TNJ) is open to all research activities in science and technology.  

The editorial team has the ambush to improve the quality of this journal to meet the international 

academic standards by encouraging the young researchers to present their findings and distinguished 

contribution to technology.  

 

  


